Academic Exceptions to Review Extremist Material Online

This form is to be completed by a member of staff and returned to the Prevent Officer. This form is used to request access to review extremist material using the University’s IT systems, which ordinarily would have been blocked by the University. Where possible, faculty should use designated University PCs for viewing the material.

Should students be required to view extremist material online as part of their degree[[1]](#footnote-1) or Diploma studies, Course Leaders should complete the form on their behalf and identify students by name.

Upon receipt of the request, the Prevent Officer (PO) will discuss the request with the Dean of Northeastern University London. If the request is approved, the Facilities Coordinator will enable access for the relevant individual(s). The Faculty member will be notified of the outcome of the request and of how access will be granted by the PO. The PO will create an annual report, detailing access requests for the Prevent Duty Review Group.

Faculty accessing restricted sites for teaching purposes are advised to inform their Head of Faculty for transparency.

Name: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Faculty: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Are you completing this form on the behalf of a student? (Y/N) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

If "Yes", please state the name of the student: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Start date of restricted access: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

End date of restricted access: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Purpose of research: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

List of restricted sites you will be visiting: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
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1. ‘Degree’ refers to Undergraduate Degree, Postgraduate (Taught) Degree or Degree Apprenticeship. [↑](#footnote-ref-1)